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Su b'ect : Submit to strengthen the email security and enable MFA service 

Dept. Article : Signature 

DESCRIPTION : 

MIS 
75% of all attacked businesses reported fraudulent emails. (Source: Cyber 

Security Breaches Survey 2018)  

Fraudulent emails as part of a phishing strategy are still a hacker's favorite 

tool to obtain credentials. 

Therefore, the General Director requested that MIS need to 

strengthen the company's email security and enable Multi-Factor 

Authentication. 

By setting up MFA, you add an extra layer of security to your Microsoft 

365 account sign-in. For example, you first specify your password and, when 

prompted, you also type a dynamically generated verification code provided 

by an authenticator APP or sent to your phone. 

Currently, Vietnam VinaPhone and Mobifone are blocking Microsoft's 

text messages. Please company's email user to bring your ID and go to the 

Vina/Mobi counter to unlock the SMS. 

MIS kindly requests approval from the General Director. From July 

1st, 2021, all email users (except for internal usage) must use multi-

factor authentication to log in to the company's mailbox. 

PROPOSAL: 
Request for :111Approval 	❑ Signature on attached 

■ Reference only 	10 Keep in file 	❑ Company Stamp 

CIRCULATION BEFORE APPROVAL : 
(MIS ) -÷ ( PMD ) -> ( D.G.D Mr. Hieu ) -> ( G.D ) 
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APPROVAL : 
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CIRCULATION AFTER APPRO1AL : 

( MIS ) -> ( 	) -> ( 	) -> ( 

>- - 

ACTION AFTER APPROVAL : 

FILING : 
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